
FEDERAL TRADE COMMISSION INFORMATION ABOUT SCAM PHONE CALLS 

https://reportfraud.ftc.gov/#/ or at 877-382-4357 

If you want to stop getting so many unwanted calls:  

• Hang up on robocalls. If you press any numbers, you might get even more 

calls.  
• Learn more at ftc.gov/calls. 

If you think a scammer has your information, like your Social Security, credit 

card, or bank account number:  

• Go to identitytheft.gov for steps you can to take based on what kind of 

information was lost or exposed. 

If you gave your username and password to a scammer:  

• Change your password right away. If you use the same password for other 

accounts or sites, change it there, too. Create a new password that is 

strong. 

If someone calls and offers to "help" you recover money you have already 

lost:  

• Don't give them money or personal information. You are probably 

dealing with a fake refund scam. 

Scam Advice:  

• Learn more about different scams and how to recover from them at 

ftc.gov/scams. 

General Advice:  

• You can find tips and learn more about bad business practices and 

scams at consumer.ftc.gov. 
• If you’re concerned that someone might misuse your information, like 

your Social Security, credit card, or bank account number, go to 

identitytheft.gov for specific steps you can take. 

 

https://www.consumer.ftc.gov/features/how-stop-unwanted-calls
https://www.identitytheft.gov/#/Info-Lost-or-Stolen
https://www.consumer.ftc.gov/articles/protect-your-personal-information-and-data/
https://www.consumer.ftc.gov/articles/protect-your-personal-information-and-data/
https://www.consumer.ftc.gov/articles/refund-and-recovery-scams
https://www.consumer.ftc.gov/features/scam-alerts
https://www.consumer.ftc.gov/
https://www.identitytheft.gov/#/Info-Lost-or-Stolen

